




Special Congratulations to:

Ash

from year 10 - Alto class

for designing and completing their beautiful crochet project.

Well done, Ash.

We look forward to seeing more of your wonderful crochet projects.



Internet Safety

E-Safety is an important part of keeping children safe online.

We have security measures in place in school, which are constantly monitored, to help safeguard pupils from any

potential dangers.

ESafety is taught to all pupils explaining and demonstrating how to stay safe and behave appropriately online.

We can only be successful in keeping children safe online if we work with you to ensure the e-Safety message is

consistent.

Your help is needed to talk to your children about how they can keep safe and behave appropriately online.

The widespread availability and use of social networking applications bring opportunities to understand, engage

and communicate with audiences in new ways. It is important that we are able to use these technologies and

services effectively and flexibly. You may find you children asking to engage with technology that you have no

knowledge or experience of.

Children are accessing a greater amount of content online, than we were ever exposed to in our childhood.

Remember that services like Facebook and YouTube have a minimum age limit of 13. They do this for a reason. If

you choose to allow your children to have these accounts then you will want to discuss with them the boundaries

you expect.

We have spoken to them in school about sharing their password with you, in order to keep them safe. If not,

explain to them why not. You will find children can accidentally or deliberately be exposed to unwanted or

unpleasant content or comments online and there are steps you can take at home to minimise this risk.

I have added a picture below to show the minimum ages needed to have an account on various social media sites.



Internet Safety

What can parents/carers do?

Ground Rules

Discuss as a family how the internet will be used in your house.

Consider what should be kept private online (personal information, photos etc.) and decide rules for making and

meeting online friends.

Make sure you know what your child is doing online much like you would offline.

Online Safety

Install antivirus software, secure your internet connection and use Parental Control functions for computers,

mobile phones and games consoles to block unsuitable content or contact

Remember that parental control tools are not always 100% effective and sometimes, unsuitable content can get

past them, so don’t rely on them alone to protect your child.

Please find online guides for how to keep children safe online here:

https://saferinternet.org.uk/guide-and-resource/parents-and-carers

If you have any further questions or need any guidance, please contact samuel@blueskiesschool.co.uk

https://saferinternet.org.uk/guide-and-resource/parents-and-carers
mailto:samuel@blueskiesschool.co.uk

